**DZIECKO W SIECI -**

**INTERNET ZAGROŻENIEM DLA PRZEDSZKOLAKA**

Każdemu rodzicowi bardzo zależy, aby uchronić swoje dziecko przed różnymi zagrożeniami, czyhającymi na nie zarówno na placu zabaw, jak
i podczas pobytu w przedszkolu. Jednak mądry rodzic powinien wiedzieć, że
w dobie Internetu dzieci są narażone także na niebezpieczeństwa w sieci.

 Jak zatem ich uniknąć?

**ZAGROŻENIA INTERNETU**

1. Niechciane i nieodpowiednie treści;
2. Nękanie w Internecie tzw. cyberprzemoc;
3. Zagrożenia związane ze spotkaniami z osobami poznanymi w Sieci;
4. Łamanie prawa /straty finansowe;
5. Uzależnienie od Internetu.

**ZAPEWNIJ DZIECKU MIŁOŚĆ I BEZPIECZEŃSTWO**

Gdy dziecko ma poczucie bezpieczeństwa i bezinteresownej miłości,
z pewnością będzie się nam zwierzało ze wszystkich swoich problemów. Pamiętajmy jednak, że niektóre dzieci są bardziej skryte i może to wynikać wyłącznie z ich charakteru. Może też zaistnieć sytuacja, że ktoś zastraszy dziecko. Dlatego drodzy rodzice starajcie się być czujni!

Po pierwsze, trzeba pamiętać, że jeśli dziecko spędza za dużo czasu przed komputerem, to może być to tylko krok od uzależnienia. Bowiem każda czynność uzależnia, a im młodsze dziecko tym bardziej narażone jest na sugestie swoich rówieśników, z którymi w przedszkolu rozmawia np. na temat nowych gier. Przedszkolaki wymieniają się nimi i często, aby dorównać i zaimponować rówieśnikom wymuszają na rodzicach kupno nowych gadżetów.

**MNIEJ GIER, WIĘCEJ RUCHU**

Zwróć uwagę na to, czy twoje dziecko nie spędza zbyt dużo czasu przed monitorem. Jeśli tak, wówczas spróbuj zachęcić go np. do zabaw na świeżym powietrzu czy realizacji jego hobby. Ponadto, rodzic powinien pamiętać, żeby wybierać dziecku gry, które uczą go rzeczy pożytecznych, jak np. języków obcych czy rozwijają jego matematyczne zdolności. Mimo to, rodzice i tak powinni starać się, aby korzystanie dziecka z Internetu, zwłaszcza przedszkolaka, ograniczało się do minimum. Co ważne, dorośli powinni mieć na uwadze aby dziecko **nie pozostawało samo przed ekranem komputera**, ponieważ jest zbyt małe i ktoś mógłby wykorzystać jego naiwność. Gdy sami będą kontrolować, jakie strony uruchamia malec, wówczas ryzyko zagrożenia
w sieci znacznie zmaleje. Rodzice nie powinni narażać dziecka na dodatkowe niebezpieczeństwa i gdy zostawiają je np. pod opieką niani czy babci powinni zwrócić także i jej uwagę na to, aby kontrolowała to, czym w wolnym czasie zajmuje się ich podopieczny.

**NIEODPOWIEDNIE TREŚCI – JAK UCHRONIĆ PRZED NIMI MALUCHA?**

Metodą ograniczenia kontaktu dzieci z nielegalnymi treściami w Internecie może być **oprogramowanie filtrujące**. Warto jednak pamiętać, że filtrowanie tego typu powinno być uruchomione na wszystkich urządzeniach z których korzysta dziecko, również mobilnych.

* Filtrowanie treści internetowych odbywa się zazwyczaj w oparciu o „białą” lub „czarną listę” stron internetowych (odpowiednio: stron bezpiecznych, po których dziecko bezpiecznie może się poruszać lub stron wykluczonych, na które dziecko nie powinno wchodzić) lub słów kluczowych obecnych w treści strony.
* W przypadku kiedy nasze dziecko lub my natrafimy w sieci na treści szkodliwe lub nielegalne, powinniśmy poinformować o tym zespół  **Dyżurnet.pl** ([www.dyzurnet.pl](http://www.dyzurnet.pl/)) – punkt kontaktowy zajmujący się przyjmowaniem zgłoszeń dotyczących treści nielegalnych, ich analizą i współpracą w tym zakresie z policją. Zgłoszenie możemy złożyć anonimowo, podanie swojego adresu e-mail umożliwi nam śledzenie jego losów.
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